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The Self 
Sovereign 
Framework 
renegotiates 
power 
divisions

The Self Sovereign Framework renegotiates 
the power divisions between public 
institutions paid for by taxes, corporate 
actors paid for services, and citizens without 
whom both actors would not have a factual 
base for existence. 

Self-Sovereign Identity is a win-win-win for 
all actors. It creates a small time out in 
which we can renegotiate our rights and our 
duties as responsible individuals in the 
different contexts of our everyday lives, 
taking care of our streets, neighborhoods, 
regions, and the planet. 



Disposable identities 
are the antidote to 
continuous and real-
time tracking and 
tracing of identified 
users. They break the 
one number one 
person relationshiop 
and are thus a fully 
new ontology.

Disposable identities are the antidote to continuous and real-
time tracking and tracing of identified users. Instead, they 
operate via multiples of composable’ attribute-based 
relational identities. Generated for each single interaction 
between user and service (or object and service) disposable 
identities are to be disposed of immediately after an event 
transaction. 

With disposable identities, an enormous number of diverse 
applications can run on this ecosystem using a strict 
attribute-based solution, needing no full disclosure (of 
identity or social network ties) beyond the bare minimum: eg 
age, ability to pay for the service, legal compliance in terms 
of insurance and accountability. Digital services can be 
delivered to authenticated users without requiring the need 
for a single full set of identifying data on identity attributes to 
be shared.
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• forthcoming in The International Journal of Cyber Forensics and 
Advanced Threat Investigations (CFATI) co-authored with Gaëlle Le Gars. 

In our connected world security and proof (evidence constituted in 
Verifiable Credentials (VC, W3C)) is distributed over what an individual can 
attest, what my objects tell about me (that is why AI = inferences from 
that data, are so important) and my behavior: “apply shaving foam” is a 
number in Coelition.org. It is clear that we can no longer isolate the 
notion of security as in securing devices or securing infrastructure. In this 
brief talk I sketch what we believe to be the end of a paradigm of a 
government model that has outsourced capabilities to the market. It is in 
the process of privatizing its last public capability: identity management. 
This is causing tremendous stress in systems, services, organizational 
procedures and individuals.



In short, Dfinity hopes that it will offer the first truly global blockchain network that runs at the top web 
speed with unlimited scaling features to support any volume smart contracts computation.

“If the IC succeeds at replacing legacy IT, there would be no need for centralized DNS services, anti-virus, 
firewalls, database systems, cloud services, and VPNs either,” noted Mira Christanto, researcher at 
crypto analytics platform Messari.

Dfinity proposes decentralization by introducing a unique consensus model dubbed as Threshold Relay, 
coupled with its Blockchain Nervous System to ensure algorithmic governance.

https://cointelegraph.com/news/how-did-internet-computer-icp-become-a-top-10-cryptocurrency-
overnight


